附件2

大连海洋大学网络安全风险问题整改报告

单位（部门）名称：（公章） 填写时间：　年　月　日

|  |  |  |  |
| --- | --- | --- | --- |
| 填报人 |  | 手机 |  |
| 信息系统（网址）基本情况 | 1.系统名称：  2.系统网址或IP地址：  3.系统主要用途：    4.操作系统版本：  5.数据库版本：  6.Web服务器版本：  7.其他应用软件版本：  8.是否使用商用密码技术□否 □是，所使用商用密码技术：  加密范围包括：  9.是否等保定级与测评 □否 □是，所定级别及编号：  测评单位及结果： 另附测评报告电子版 | | |
| 风险分类 | □ 弱密码 □ SQL注入 □病毒  □ 黑链 □ 信息泄露  □ 系统漏洞 □其他 | | |
| 风险概况 |  | | |
| 风险发生的最终判定原因（可加页附文字、图片以及其他文件） |  | | |
| 风险的影响（可加页附文字、图片以及其他文件） |  | | |
| 整改措施及修复验证（可加页附文字、图片以及其他文件） |  | | |
| 部 门 负责人 意 见 | 签字：　　　　　　　　　　 年　　月　　日 | | |
| 信息化工作办公室意见 | 签字：　　　　　　　　　　 年　　月　　日 | | |